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From the Vice Chancellor‘s Desk  

Dear Students,  

A very warm welcome to the Central University of Rajasthan.  Many of you may wonder as to what this new 

university will be like in future? Let me quote the draft vision of the university.  

“Central University of Rajasthan aspires to be India's most energetic and responsive university, offering 

unparalleled educational opportunities for learner community especially to the lower socio-economic strata of the society 

seeking the highest quality undergraduate and graduate education, continuing personal or professional enrichment in higher 

education and selected profession that will lead to the formation of scholarly community serving the nation by advancing, 

sharing and applying the knowledge and facilitating the development of thoughtful, creative, adaptable, contributing and 

humane citizens."  

As stated in the working document on academic issues and their implementation in 15 new central universities, 

prepared by the UGC sub-committee, we propose to introduce school system under which different departments will be 

established. These departments will have adequate faculty and administrative set up, which will facilitate the 

implementation of the Choice Based Credit System (CBSC) in letter and spirit.  

The Central University of Rajasthan had started two unique post graduate programmes, namely M.Sc./M.A. 

Statistics and M.Sc. Tech. Mathematics in the academic year 2009-10, six programmes viz. M.A. English, M.Sc. Computer 

Science, M.Sc. Chemistry, M.A. Economics, M.B.A. and M.Tech. in Computer Science in the academic year 2010-2011 

and subsequently six new programmes, namely M.Sc. Physics, M.Sc. Biotechnology, M.Sc. Environmental Science, M.A. 

in Culture and Media Studies, M.Arch and M.A. Hindi w.e.f. the academic year 2011-12.  In the academic year 2012-2013,  

six additional new programmes namely, M.Pharm., M.A. in Public Policy, Law and Governance, M.A. in Social Work/ 

M.S.W., M.Com, M.Sc. in Biochemistry and Microbiology have been started.   

From the current academic session, the University is starting Integrated M.Sc. B.Ed. programmes in Mathematics, 

Physics, Chemistry and Economics.  The novelty of these courses is the education component blended with the Bachelors 

and Masters programmes.   By doing so, we not only improve the scientific skills of a student but also incorporate teaching 

skills in him to become a best academician in future. In addition to this, Integrated M.Sc. programmes in Biological 

Sciences, Computer Sciences, Environmental Sciences and Statistics are also being started from the current academic year. 

All of these programmes at Central University of Rajasthan are unique in nature with high job potential and have 

been streamlined to meet the emerging needs of both the public and the private sectors.  If you consider education as 

adventure and wish to contribute to nation building then the Central University of Rajasthan is the place for you. Let me 

assure you that the university will try to give its best to you all. At the same time, I also expect the best from you. Once 

again welcome to the Central University of Rajasthan and thanks for choosing this institution for your bright future. 

We have created a blog http://mmsalunkhe.wordpress.com to get suggestions regarding the academic programmes 

and administrative activities.  I will be happy to see receive your valuable comments on this blog. 

I wish you all the very best in your pursuit of excellence.  

 

Prof. (Dr.) M. M. Salunkhe 

http://mmsalunkhe.wordpress.com/


About the University 
 

The Central University of Rajasthan has been established by an Act of Parliament (Act No. 25 of 2009, 

The Gazette of India, No. 27, published on 20th March, 2009) as a new Central University and is fully 

funded by the Government of India. 

 

The Visitor 

The President of India, His Excellency Shri Pranab Mukherjee, is the visitor of the Central University of 

Rajasthan. 

 

The Vice Chancellor 

The President of India, in her capacity as the visitor of the university in 2009, appointed Prof. M. M. 

Salunkhe as the first Vice-Chancellor of the university. 

 

Vision 

The Central University of Rajasthan aspires to be one of India’s most dynamic and vibrant 

universities, responsive to the changing global trends, providing unparalleled educational opportunities 

for the learner community, especially for those coming from the lower socio- economic strata of society, 

seeking quality education. It proposes to offer innovative undergraduate and graduate academic 

programmes as well as continuing personal and professional enrichment in selected areas that will lead to 

the formation of a scholarly community by advancing, sharing and applying knowledge, and by 

facilitating the development of thoughtful, creative, sensitive and responsible citizens. 

 

Mission 

The mission of the Central University of Rajasthan is to contribute and work with a sense of 

commitment towards the education, culture, economy, environment, health and social advancement of the 

region and the nation at large by providing excellent undergraduate liberal education and quality 

programs leading to bachelor‘s, master‘s, professional and doctoral degrees. 

 

 

 



Goal 

 To facilitate accessible and affordable quality education that equips the students with scholarly 

and professional skills, moral values and global perspectives.  

 

 To strengthen the research potential of both students and faculty focusing, in particular, on 

regional problems.  

 

 To integrate national and international perspectives into our fundamental fourfold mission of 

teaching, research, extension and consultancy.  

 

 To explore knowledge and wisdom in order to build a wealth of interdisciplinary academic 

resources, indispensable for sustainable development and accomplish the status of a leading 

research intensive university, and to engage in the transfer of knowledge and technology to the 

community in order to strengthen and elevate the community potential to increase the 

competitiveness of India at the global level.  

 

 To employ the strategy of proactive management to the university administration and to operate 

the system within a sensible framework of high-quality governance based on efficiency, 

transparency and accountability.  

 

 To develop the university as one of the best places in the world to attain intellectual skills and 

acquire an affirmative mindset to thrive in an increasingly competitive global job market, 

simultaneously acting as responsible citizens of the global community by the inculcation of value-

oriented education.  

 

 

 

 

 

 

 



Medium of Instruction and Examinations 

The medium of instruction in respect of all courses conducted in the schools, centres and 

departments admitted to the privileges of the University shall be English, except in cases of 

studies/research in Languages. 

Attendance 

All students must have a minimum 75% of attendance in all individual courses, in order to be 

eligible to appear at the End of Semester examination for the programme. The attendance in at least two 

of the three sessional tests (in-semester examination) is compulsory for a student to be eligible to take the 

End of Semester Examination (EoSE). 

 

Examination and Continuous Evaluation 

As stipulated under Section 28(1) (g) and Statue 12 (12(2) (xiv) of the 
Central Universities Act, 2009 

 

The Central University of Rajasthan has adopted semester system for all its courses and follows a 

pattern of transparent and continuous evaluation besides a comprehensive examination at the end of each 

semester. The students are thus encouraged to be regular in their studies and as a result, a student’s 

burden of being assessed and evaluated gets a spread over the entire semester facilitating better 

assimilation of the course content. The pattern of continuous evaluation and the related procedures are 

outlined below. 

 

1. The School Board may, with the approval of the Academic Council, provide for the minimum requirement 

of courses in a programme and examination thereof. 

 

2. Each course shall be allotted credits depending on the quantum of work required to be done for teaching / 

learning of the course in a semester. The assigning of credits to a course shall be based on the principle that 

one hour of theory lecture or tutorial per week shall be allotted one credit while two/three hours of 

practicals/field work in a week shall carry one credit. 

 

3. (a) Every department will announce, prior to the commencement of the semester, the  courses on offer and 

the names of course instructors in the particular semester along  with  the   prerequisites  of  each  course,  

indicating  the  core  courses (compulsory), optional courses and audit courses. If a student wishes to audit 

a course,  the  attendance  requirement  can  be  waived  at  the  discretion  of  the department and by taking 

into account the student’s background and aptitude with the  condition  that  the  student  shall  meet  all  

the  requirements  of  the  tests  / seminars / assignment and examinations. 



(b) Every student, on the first day of the semester will be advised to register only for just as  many courses 

as he can cope with, but the total of the credits of the courses registered in the parent department must not 

be below 16 in any semester. Thus, the first day of the semester will be utilised by the faculty of the 

department for meeting the students individually and completing the registration process. 

 

(c) A student will be given time of two weeks from the date of commencement of semester to finalise his 

choice of courses which will be done on individual student basis through  counselling by the  student  

advisor and the  Head  of  the  parent department  by  taking  into  account  the  student’s  progress,  

attendance  etc.  A student thus has an opportunity to opt  out  of a course within two weeks if the student 

wishes to take the course during the following year / semesters so as to match the load to his or her ability. 

 

(d)  Once the choice of courses is finalised, the department will communicate to the   University  the  

consolidated  list  of  courses  registered  by  the  students, indicating   separately  the  courses  being  

audited,  of  the  department  to  the Academic  Section  /   Controller  of  Examinations  within  one  month  

of  the commencement  of  a  semester.  This  will  form  the  basis  for  application  of regulations  

regarding  attendance,  SGPA  /  CGPA  and  promotion  to  the  next semester. 

 

(e)  Every student who has registered for a programme shall complete the full quota of the credits 

stipulated for the programme in not more than twice the total duration of the  programme. A student who is 

asked to repeat a course may be allowed more time if recommended by the Head of the concerned 

Department. 

 

4. A student may be permitted to do certain courses in another Institution subject to compatibility of course 

content and assessment process with the prior approval of the department, and the University may allow  

transfer of credits of such courses on the recommendation of the Dean of the school. Similar benefit could 

also be given,  on  the  recommendation  of  the  Dean  of  the  school,  if  a  student  has successfully 

completed a course, equivalent to a core course of the programme for which the student has registered, in a 

recognised Institution prior to  joining a programme. 

 

5. No Student shall be permitted to appear at the End of Semester Examination (hereinafter  referred to as 

“EoSE”) unless he has attended a regular course of study prescribed for the Programme, i.e., he shall be 

required to put in a minimum of 75% of attendance in lectures,  seminars, tutorials and preceptorials 

provided that the requirement of attendance shall not apply to any Audit Course and Self- study course 

organized by the University for which there shall be no formal class room instruction. 

 



6. The School Board, on the recommendation of the Department concerned, may condone shortage of 

attendance up to 5%. Cases of shortage of attendance more than 5%, but less than 15%, may be 

recommended by the Board for consideration of the Vice-Chancellor, with justification, if any, whose 

decision thereon shall be final. 

 

7. (a) For passing a semester, the assessment of a student shall be based on  

(i) Continuous Internal Evaluation (shortly called ‘CIE’) of 50% marks in each course; and 

(ii) End of Semester Examination (‘EoSE’) of 50% marks in each  paper. 

 

(b) For a course, the CIE shall have three components, viz. Components 1, 2 and 3. 

(i) There shall be three Internal Assessment (IA) tests in each course in a semester with at least two 

of these in the form of formal tests, the third one can be a formal test, a seminar, a viva-voce 

examination or an equivalent procedure  ensuring  that  the   level  of  difficulty  and  the  standard  

of evaluation are commensurate with the student’s performance in tests.  A home assignment if 

given should be evaluated as stipulated in (viii) d. 

(ii) The two best scores out of the three IA tests will be taken in arriving at the final grade in the 

course. This will provide relief for contingencies arising out of illness or other extra-ordinary 

circumstances and it avoids the need for special tests for the absentees. 

(iii) The relative weightage of the components of assessment will be as given in the following table. 

There shall be four components in the final score in any course: 

Score in the best of the three IA tests –Component I 

- Score in the second best of the three IA tests - Component II 

- Score awarded by the course instructor based on Class attendance/ /participation/ 

discipline/seminar/ surprise test etc. - Component III 

- Score obtained in the End of Semester Examination  -EoSE 

 

Component Description of the  Component Relative 

Weightage 

(Out of 100) Component 1 The highest of IA Tests 1, 2 and 3. 20 

Component 2 The second highest of IA Tests 1,2 and 

3 

20 

Component 3 Attendance  and  class  room 

participation,Viva-Voce / Group 

Discussions / Tutorials / Case Studies etc. 

10 

EoSE Performance at the EoSE 50 

 



(iv) A student who misses out two or all the three of IA Tests 1,2 and 3 on whatever grounds shall not 

be permitted to appear for the EoSE.A student is required to score a minimum of 35 % in each 

course in the EoSE of every semester. 

(v) Internal assessment tests I, II and III may be spaced out with an interval of about a month. 

(vi) There shall be no retest in any of the IA Tets 1,2 and 3. If a student appears for only two out of 

the three IA tests, the student shall be awarded marks on the basis of his / her scores in those two 

IA tests attended by him/her and with a weightage of  40 out of 100. [Examples: A student 

scoring 12 in IA Test I, 15 in IA Test II and 14 in IA Test III will be awarded 14 + 15 = 29, sum 

of best two, out of 40.  A student scoring 12 and 15 in any two of IA tests I, II and III who is 

absent for one of the three tests will be awarded 27 out of 40]. 

(vii) A  student  who  is  absent  for two or  all  three  IA  tests  will  NOT  be permitted  to  appear  for  

the  EoSE  and  will  be  required  to  redo  the particular course or an equivalent one in 

subsequent semesters. However, if the student has put in the necessary minimum attendance, he 

may be permitted to take the IA Tests in a subsequent semester when the course is on offer in the 

department. 

 

(c) The norms and standards of evaluation of the performance of a   student in various   components of 

Internal Assessment shall be such as  may  be determined by the concerned Department and approved by 

the School Board. 

(d) For evaluation of Home Assignment, the University may employ one or more assessment tools such as 

objective tests, paper presentation, problem solving, laboratory work etc., suitable to a course. 

(e)  There shall be one written / laboratory based EoSE of three hours duration carrying 100 marks in each 

course covering the syllabus prescribed for the course. 

(f)  Wherever  necessary,  external  examiners  shall  be  appointed  by  the  Vice- Chancellor  for evaluating 

the performance of students at the EoSE on the recommendation of the Head of the concerned 

department. 

(g)  Evaluation of Project Report / Dissertation and viva-voce examination shall be made jointly by the 

supervisor of the student and one other examiner to be appointed by the Vice-Chancellor. 

(h) A student will be deemed to have earned the credits allotted to a course, if he obtains  minimum pass 

marks in the course, taking the marks obtained by him in CIE and EoSE of that course into consideration. 

 

8. The minimum pass marks for a course will be 35% or ‘D’ grade on the ten point scale. 

 

9. The grades shall be awarded as per scheme given below in Table1: 

The minimum pass marks for a course will be 35% or ‘D’ grade on the seven point Scale. 

 



Table 1: Award of Grades and Grade Points on seven point scale 

Academic performance Grade Grade Point Percentage Equivalent 
Outstanding O 5.50-6.00* 75-100 
Very Good A 4.50-5.49 65-74 
Good B 3.50-4.49 55-64 
Average C 2.50-3.49 45-54 
Below Average D 1.50-2.49 35-44 
Poor E 0.50-1.49 25-34 
Fail F 0-0.49 0-24 
Audit AU - - 
Incompelete I - - 
Withdrawl W - - 
Continued Project X - - 
Non Completion of Course 

requirement 

Z - - 

 

* An increase in one mark in the range 75-100 is equivalent to an increase in 0.02 grade point in that 

category. For example in the category of Outstanding  

(i)  75 marks is equivalent to 5.50 grade point  

(ii) 78 marks is equivalent to 5.56 grade point  

(iii) 86 marks is equivalent to 5.72 grade point  

(iv) 100 marks is equivalent to 6.00 grade point 

 

Similarly grade point equivalence can be work- out in other category. 

 

Explanation: 

‘E’ and ‘F’ Grades 

The ‘E’ and ‘F’ grades respectively denote poor and  fail performance in the course as a whole and shall 

amount to failing in a course; ‘F’ grade is  awarded in case of a student not allowed to appear  for EoSE 

due to poor attendance. A student has to repeat all compulsory / core courses in which he/she obtains either 

‘E’ or ‘F’ grade, until a pass grade is obtained. A student failing in the final project will also be required to 

repeat the same. In such elective or other courses in which ‘E’ or ‘F’ grade is obtained, a student may take 

the same course or take any other course in lieu of that course from the same category. The ‘E’ or ‘F’ grade 

secured in any course stays permanently on the grade card. The weightage of these grades is not taken into 

consideration in the calculation of the Cumulative Grade Point Average (CGPA); however, these are 

counted in the calculation of the Semester Grade  Point  Average  (SGPA).  A candidate failing in  a  

course  and obtaining ‘E’ grade shall be required to appear only in the EoSE of that course at the next 

earliest opportunity. However, if a candidate opts to repeat his Sessional tests also, he/she may be 

permitted to do so. In that case, his/her earlier marks shall automatically stand cancelled. A candidate 

failing in a course and obtaining ‘F’ grade, shall be required to repeat the entire course at the earliest 

opportunity. A student who is not   permitted to appear at the EoSE on account of shortage of attendance 



shall have to attend the course again and put in minimum attendance required, in order to be eligible to 

appear in the EoSE. 

 

‘AU’ Grade 

This grade is awarded to an audit  course and  is not counted  in the  computation of 

SGPA/CGPA. 

 A student who is not allowed to appear for the EoSE in a particular course may on fulfillment of  

attendance and other requirements, appear for the EoSE in a subsequent semester when the course is on 

offer by making a request at the start of that semester to the concerned head / Coordinator of the  

department. If the particular course has been modified or discontinued, the student shall be advised to take 

a specific equivalent course by the Head/Coordinator of the department,   determined on the basis of the 

contents, standard and the number of credits. 

 

‘I’ Grade 

This refers to an ‘incomplete’ grade, which is required to be converted into a regular letter grade under the 

following circumstances: 

 

If a student is absent during EoSE of a course due to medical or some other reason of compelling nature or 

such other special circumstances, he/she may apply for the award of 

‘I’  grade  to  the  Head  of  the  Department  offering  the  course,  through  the  Course Coordinator, 

provided that he/she has attended 75% of the classes held in the semester. The Head of the Department 

may grant ‘I’ grade on his request under intimation to the Academic section. A second examination shall be 

held normally within 10 days of the last day of EoSE to convert ‘I’ grade to proper letter grade not 

exceeding ‘B’. Under special circumstances, due to which the student is unable to be present in the 

Institution for taking the second examination during ten days period following the last day of the EoSE, the 

Dean of School on the recommendation of the concerned Head of the Department, may extend the period 

for conversion of I- grade as mentioned above, to the first week of the next semester. 

 

‘W’ Grade 

This refers to withdrawal from a course as per following provision: 

A student who wants to withdraw from a course shall apply, through the Head of the Department, to 

the Dean of School on a prescribed form within one week from the end of the first IA test if advised by 

his/her Course Coordinator (the teacher in-charge of the course; if a course is offered by more than one 

teacher, one of them will be designated as the course coordinator). If his request for withdrawal is granted, 

it will be recorded in the Registration record of the student and the concerned Course Coordinator will be 

informed about the same. Such a student shall be awarded a withdrawal (W) grade at the end of the 

semester. 



 

‘X’ Grade 

This grade is awarded for incomplete Project work and will be converted to a regular grade on the 

completion of the Project work and its evaluation. 

 

10. Following shall be the general guidelines for the award of grades: 

 

(a)  Evaluation of different components of a course shall be done and marks awarded to all the students 

taking the course in a semester. 

(b)  The marks obtained by a student in various components shall be given relative  weightages  and  added  

to  obtain  the  total  marks  secured  by a student on a 100-point scale. The weights shall be as given in the 

table at Article 7 (b) (iii). The rounding off, if any, shall be done on the higher side. 

(c)  ‘D’ grade shall not be awarded to a candidate with percentage of marks less than 35. 

(d)  No student having 35% or more marks shall be awarded a failing grade, i.e., ‘E’ or ‘F’ grade. 

(e)  On the initiative of the Course Coordinator, the provisional grades shall be awarded by the 

Coordination Committee of the course, consisting of all the teachers involved in that course. The grades 

shall normally be finalized within 7 days of the EoSE. 

(f)  In case of any ambiguity or lack of clarity, or for ensuring near uniformity of  evaluation  standards,  

the  grades  so  awarded  by  the  Coordination Committee   may   be  moderated  by  a  Grade  Moderation  

Committee constituted by the Dean of concerned School for all the programmes in a Department. This 

Committee will finalize the grades and display a copy of the  grades  awarded  to  the  candidates  on   the  

Notice  Board  of  the Department/Academic Section. All the final grades shall be communicated to the 

Academic Section within 15 days from the last date of the EoSE. The Course Coordinator shall retain a 

copy of the records of the marks obtained and grades awarded to all the students registered in a course and 

shall forward one copy of all such records to the Head of the Department. 

(g)  The procedure for evaluation and award of grades in project, training, seminar, group discussion etc. 

shall be such as may be decided by the School Board. 

 

Project evaluation and the award of ‘X’ Grade - A student is required to carry out a Project and submit 

project report as per requirement of his course.  A student who is unable to complete his/her project 

shall be awarded an ‘X’ grade on the  recommendation of an Evaluation Committee constituted by the 

Vice- Chancellor.  The  student  concerned  shall  have  to  present  his/her  work  to  the Evaluation  

Committee  latest  by  4  weeks  before  the  beginning  of  the  next semester. An ‘X’ grade shall be 

awarded to a candidate under the circumstances described below and on being awarded ‘X’ grade,  he/she 

shall be required to formally  register  for  the  next  semester  and  pay  fees  as  prescribed  by  the 

University. ‘X’ grade will be awarded in exceptional circumstances only when the submission of the 



 

 

project report is beyond the control of the student, on the recommendation of his/her supervisor. Normally, 

the following shall be the grounds for the award of ‘X’ grade: 

(a) medical grounds; and 

(b) technical reasons. 

 

11. A student obtaining ‘D’ or a higher grade in a course shall be deemed to have earned the credits allotted 

to that course. 

 

12. The overall performance of a candidate in a semester shall be evaluated in terms of Semester Grade Point 

Average (SGPA) given by: 

                                                                   n               

 

 

Where, 

Ci = Number of credits earned in the ith course of a semester for which 

SGPA is to be calculated. 

Pi =  Grade point earned in the ith course. 

  i = 1, …, n represents the number of courses in which a student is registered in the concerned 

semester. 

 

13. A student shall be eligible to be promoted to a next higher semester on securing not less than forty 

percent of the total credits allotted to all the courses for which the student has registered in that semester 

excluding the audit courses. 

  Provided that in the case of a student who fails to secure forty percent of the total credits  of  a  semester,  

the  Vice-Chancellor  may,  as  a  special  case,  on  the recommendation of the Dean of the concerned 

School, permit him to be promoted on medical or any other like reason beyond the control of the student. 

 

14. A student shall be eligible for the award of a degree only on obtaining a pass grade all courses prescribed 

for a program leading to such degree. 

 

15. The overall performance of a candidate in a programme shall be evaluated in terms of Cumulative Grade 

Point Average (CGPA) given by: 

n 

 

 

Where, 

Cj = Number of credits earned in the jth course of the programme for which  



   CGPA is to be calculated 

 

Pj = Grade point earned in the jth course; A grade lower than D(i.e. grade  

       point < 4 ) in a course shall not be taken into account 

  j = 1…n represents the number of courses in which a student was registered   

       and obtained a grade not lower than D up to the last semester of the  

       Programme for which CGPA is to be calculated. 

 

16. In case of any difficulty, regarding the award of grades or working out SGPA or 

CGPA, the decision of the Vice-Chancellor shall be final. 

 

17.  

a) The list of the examiners and moderators for all examinations, except for Ph.D. degree shall be drawn 

up by the Board of Studies and submitted to the  School  Board  concerned.  The  School  Board  shall 

scrutinize  the  list  and  forward  the  same  to  the  Executive  Council  for approval in consultation 

with the Academic Council. 

b) The examiners for Ph. D. Degree shall be appointed by the Executive Council in consultation with 

Academic Council on the recommendation of the School Board. 

c) The paper setters appointed by the University shall be required also to provide the following along 

with the manuscript of the question paper:- 

(i) a detailed marking scheme; and 

(ii) synoptic answers to all questions. 

d) The question papers for examination in each course of studies offered by the University shall be 

moderated by a committee consisting of: 

(i) Head of the Department / Centre / Institution concerned; and 

(ii) atleast one and not more than two other persons appointed by the Vice-Chancellor for the 

purpose. 

e) The   question   papers   shall   be   moderated   in   accordance   with   the Regulations in this regards. 

f) If more than half of a question paper is changed by the committee of moderators,  the  Vice-

Chancellor  may,  on  the  recommendation  of  the convener  of  the  committee,  if  deemed  fit,  

initiate  appropriate  action against the paper setter. 

 

18. After the declaration of  the result of a programme, the University may on a written application of an 

examinee along with prescribed fee, within fifteen days of the declaration of his result, allow him to: 

 



 (a) 

(b) 

 

(c) 

see his/her answer script(s) individually in person; and / or 

see individually in person the answer script(s) of another examinee of his 

programme; and / or 

obtain from the University a photocopy of any of his/her answer script(s). 

19.   

a) A student may apply, along with the prescribed fee, for the scrutiny of his result or answer script(s) 

or the grades awarded to him by the University within thirty days of declaration of his result. 

b) A student may also apply, along with the prescribed fee, for evaluation of his answer script(s) 

within thirty days of declaration of his result. 

c) The University shall take appropriate action on such applications received from the students and 

declare the results of the scrutiny/revaluation within thirty days of the last date for receipt of such 

applications 

d) The University shall retain answer books of the students of a semester for a period of six months 

after the declaration of the results.  Thereafter, if there is no appeal of any student(s) about their 

results pending and is no legal matter is pending which may require the answer books of some 

candidate(s), the answer books may be disposed off. 

 

20. The University may appoint a committee to deal with the cases of unfair-means or indiscipline reported by 

the Head of the Department / Dean of School of Studies, as per provisions in this regard. 

 

Student Discipline 

(University Ordinance 47-Section 6(xxii), Statute 28(1)) 

 

Each student is expected to maintain a very high standard of discipline and show respect to the 

teachers, be very co-operative with the fellow students and become brand ambassadors to the Society.  

 

1. Discipline includes the observance of good conduct and orderly behaviour by the students of the 

University; 

2. The following and such other Rules as framed by the University from time to time, shall strictly be 

observed by the students of the University; 

2.1 Every student of the University shall maintain discipline and consider it his/her duty to behave 

decently at all places;  

2.2 No student shall visit places or areas declared by the University as "Out of Bounds" for the students; 

2.3 Every student shall always carry on his/her Identity Card issued by the competent authority; 

2.4 Every student, who has been issued the Identity Card, shall have to produce or surrender the Identity 

Card, as and when required by the University; 



2.5 Any student found guilty of impersonation or of giving a false name shall be liable to disciplinary 

action; 

2.6 The loss of the Identity Card, whenever it occurs, shall immediately be reported in writing to the 

competent authority; and 

2.7  If a student is found to be continuously absent from Classes without information for a period of 15 

days in one or more Classes, his/her name shall be struck off the rolls. He/she may, however, be 

readmitted within the next fortnight by the Dean on payment of the prescribed readmission fee etc. 

He/she will not be readmitted beyond the prescribed period. 

3. Indiscipline shall include: 

3.1 Irregularity in attendance, persistent idleness or negligence or indifference towards the work assigned; 

3.2 Causing disturbance to a Class or the Office or the Library, the auditorium and the Play Ground etc.;  

3.3 Disobeying the instructions of teachers or the authorities; 

3.4 Misconduct or misbehaviour of any nature at the time of elections to the student bodies or at meetings 

or during curricular or extra-curricular activities of the University; 

3.5 Misconduct or misbehaviour of any nature at the Examination Centre; 

3.6 Misconduct or misbehaviour of any nature towards a teacher or any employee of the University or any 

visitor to the University; 

3.7 Causing damage, spoiling or disfiguring to the property/equipment of the University; 

3.8 Inciting others to do any of the aforesaid acts; 

3.9 Giving publicity to misleading accounts or rumour amongst the students; 

3.10 Mischief, misbehaviour and/or nuisance committed by the residents of the hostels; 

3.11 Visiting places or areas declared as ‘out of bounds’ for the students; 

3.12 Not carrying the Identity cards issued by the Proctor; 

3.13 refusing to produce or surrender the Identity Card as and when required by Proctorial and other Staff 

of the University; 

3.14 Any act and form of sexual harassment, ragging or discrimination on the basis of caste, category, 

religion, race; 

3.15 Engaging in unlawful activities that includes membership of banned organizations, organizing 

meetings and processions without due permission of the competent authorities; and 

3.16 Any other conduct anywhere which is considered to be unbecoming of a student. 

 

4. Students found guilty of breach of discipline shall be liable to such punishment, as prescribed below: 

(1) Fine; 

(2) Campus Ban; 

(3) Expulsion; and 

(4) Rustication. 



However, no such punishment shall be imposed on an erring student unless he / she is given a fair chance 

to defend himself/herself. This shall not preclude the Vice-Chancellor from suspending an erring student 

during the pendency of disciplinary proceedings against him /her. 

5. All powers relating to discipline and disciplinary action in relation to the student shall vest in the Vice-

Chancellor. However, the Vice-Chancellor may delegate all or any of his powers as he deems proper to 

the competent authority or to the Discipline Committee as the case may be or any functionary of the 

University. 

6. (i) Without prejudice to Section 11(5) and also Statute 28(1), there shall be a Discipline Committee 

comprising of the following members:  

a. Vice-Chancellor’s nominee or Pro-Vice-Chancellor 

b. Dean Students’ Welfare 

c. Deans of the Schools 

d. Warden, who shall be invited, when the matter concerning his/her Hall of Residence is 

required to be placed before the Committee for consideration 

e.  Proctor (Member/Secretary) 

 

ii. Subject to any powers conferred by the Act and the Statute on the Vice-Chancellor, the Committee 

shall take cognizance of all matters relating to discipline and proper standards of behaviour of the 

students of the University and shall have the powers to punish the guilty as it deems appropriate. 

iii. The said Committee shall, make such Rules as it deems fit for the performance of its functions and 

these Rules and any other Orders under them shall be binding on all the students of the University. 

iv. The recommendations of the Discipline Committee shall be submitted to the Vice-Chancellor whose 

decision will be final and binding. However, the Vice- Chancellor, if he is of the opinion that the case 

merits’ review, may refer the case back to the Discipline Committee for reconsideration. 

v. Appeal against the decision of the Vice-Chancellor will be dealt in accordance with the provisions of 

Section 34 of the Central Universities Act 2009. 

vi. One-third of the total members shall constitute the quorum for a meeting of the said Committee. 

 

Avoid Plagiarism 

 Plagiarism means presenting another person's ideas, work, copying or reproducing the 

work without due permission/acknowledgment of the source. Work submitted for assessment may also be 

regarded as plagiarized where significant portions of an assignment have been reproduced from the work 

of another student. Hence the students are advised not to resort to plagiarism in their work. The Central 

University of Rajasthan is opposed to and will not tolerate plagiarism. The University is currently under 

process to provide plagiarism tool as detailed below: 

Name: Turnitin; Website: www.turnitin.com; No. of users: 100 

http://www.turnitin.com/


 

 

Academic Honesty  

The role of the Central University of Rajasthan is to create, preserve, transmit and apply 

knowledge through teaching, research and creative works. The university is committed to academic 

excellence and high standards of ethical behaviour as the corner stones of scholastic achievement and 

quality assurance. The university requires all students to act honestly, ethically and with integrity in their 

dealings with the university employees, the other students and public.  

Sexual Harassment 

Central University of Rajasthan strives to provide a place of work and study free of sexual harassment, 

intimidation or exploitation. Where sexual harassment is found to have occurred, the University will act to 

stop the harassment, prevent its recurrence, and discipline and/or take other appropriate action (as per the 

university ordinance 21 sensitization, prevention and Redressal of sexual harassment, Act Section 28(n)) 

against those responsible. Reports of sexual harassment are taken seriously and will be dealt promptly. 

The students with such issues are advised to approach the anti-sexual harassment cell 

http://www.curaj.ac.in/Default.aspx?PageId=68 and links therein.  All the issues pertaining to the students 

shall be kept in absolute confidentiality. 

 

Anti-Ragging 

Any disorderly conduct whether by words spoken or written or by an act which has the effect of teasing, 

treating or handling with rudeness any other student, indulging in rowdy or undisciplined activities which 

causes or is likely to cause annoyance, hardship or psychological harm or to raise fear of apprehension thereof 

in fresher’s or junior students or asking the students to do any act or perform something which such students 

will not do in the ordinary course and which has the effect of causing or generating a sense of shame or 

embarrassment so as to adversely affect the physique or psyche of a fresher or a junior student.  

The Central University of Rajasthan is opposed to and will not tolerate ragging. All cases of ragging will be 

strictly dealt with as per provision under ORDINANCE 22 Curbing the Menace of Ragging in Higher 

Educational Institutions (Act Section 28 (n). You may use 24x7 Anti Ragging Helpline, Toll free No. 1800-

180-5522 or E-mail- helpline@antiragging.net . 

For details visit http://www.curaj.ac.in/Default.aspx?PageId=121. 

 

 

http://www.curaj.ac.in/Default.aspx?PageId=68
mailto:helpline@antiragging.net
http://www.curaj.ac.in/Default.aspx?PageId=121


Financial Aid/Assistance 
 

 Single Girl Child Scholarship of Rs. 2,000/- per month by UGC (Government of India)  

 ST/SC Scholarships (Government of Rajasthan).  

 Scholarship of Rs. 1,000/- per month to first three students in merit (CUCET-2013) admitted to any 

programme by Central University of Rajasthan for the first semester. The subsequent semester results 

will determine the students’ eligibility for these scholarships in the following semesters.   

 Students admitted to M. Tech./M.Arch. with valid GATE Score get MHRD Scholarship  

 Post–Graduate Merit Scholarship for University Rank Holders at Undergraduate  

 Amount  of Rs. 2000/- per month by UGC (Government of India)  

 Post–Graduate Scholarship for selected SC/ST candidates of Rs. 5000/- per month (M.Tech.) and Rs. 

3000/- per month for other professional courses. 

 

Student Mentor 

Every student admitted to any programme of the university will have a faculty member from the 

concerned department as his mentor (called ‘student mentor’). The student mentorwill track and monitor 

the student’s regularity in the class room attendance, performance in tests and in completing other 

assignments in all the courses the student is required to pursue. Based on the assessment of the student’s 

progress and conduct he will be suitably advised and guided so as to ensure that the student remains 

focussed on his primary academic objective. Problems due to any extra ordinary situation will be 

discussed with the Head and resolved at the department level. Every student will keep in touch with his 

mentor and meet him periodically, as prescribed by the mentor, and strive to improve his / her 

performance. A student may also seek advice regarding appearance at the professional examination and 

participation in outside seminars and other co/extra-curricular activities in a way that does not affect his 

primary objective. 

 

Student Counselling 

For personal/psychological/medical problems, students are advised to approach the University health 

officer for proper counselling and guidance.   All the issues pertaining to the students shall be kept in 

absolute confidentiality. 
 



Transparency 

It is the policy of the University that all processes, including evaluation at various stages will be fully 

transparent. The answer scripts of all tests and EoSE are shown to the students on the stipulated date 

announced by the concerned departments and shortcomings in the answers are pointed out and guidance is 

given for improving future performance. A student on his/her own can seek guidance for improvement in 

performance from the teacher incharge of the particular course. 

 

Communication with University Authorities 

 Any communication, routine or otherwise, with the University Authorities should be routed through the 

respective Head of the Department only. No student should, under any circumstances send a letter or 

e-mail to the university authorities directly. For any problem, the students are advised to contact the 

concerned co-ordinator of the programme. 

 

Hostel Accommodation & Other Facilities 

The Central University of Rajasthan has planned to provide hostel facility for all the students admitted to 

different programmes. However, the University reserves the right of allotment of hostel rooms and other 

facilities and it is not a matter of right for a student to claim accommodation in the University hostels. 

Each student who has taken hostel admission needs to abide by the hostel rules, failing which his/her 

admission to the Hostel will be withdrawn. Students residing in the hostel are required to take active part 

in running the Hostel Mess and in the payment of Mess Bill before the due date every month. Apart from 

the Hostel Mess, the students can have their food from the University Canteen in the campus. 

Both the boys’ and the girls’ hostels have well-equipped Gym, which will be open for the residents of the 

hostel during specific timings. The students are required to sign a register kept at the entrance of the Gym 

before using the facility. It is the responsibility of the students to take care of the exercise machines and 

report to the concerned authority, in case of any misuse/damage to the equipment in the gym. 

The hostel residents will have access to 24 hour hi-speed internet access through Wi-Fi facility. The 

students are required to fill up a form and submit it at the Server Room in the academic building to get a 

username and password, which would enable the student to make use of this facility. Students are advised 

not to open any unsuitable sites as their activity will be under continuous scrutiny and henceforth such 

internet sites will be blocked. 

The University provides transport facility to the students from the Campus till Bandar Sindri Chowk and 

back on all weekdays. On Sundays, the University Bus provides transportation from the Campus till 



Kishangarh and back. The students are advised to get permission from the concerned authority in case 

they need the vehicle during any emergency. The University has appointed a Medical Officer who is 

available throughout the day in the campus for any health related problems of the students. In severe 

cases, the University takes care of the students by sending them either to Kishangarh hospital or Marble 

City Hospital. In all respects, the University ensures a pleasant stay in the Campus. 

Orientation Programmes 

Several orientation programmes will be conducted in order to enlighten the students about the University, 

campus activities and academic curriculum. Few of these include: 

1. Induction programme 

2. Library Orientation programme 

3. General & Laboratory Safety programme 

4. Cyber safety Programmes 

General & Laboratory Safety  

Central University of Rajasthan (CURAJ) is committed to providing a healthy and safe environment for 

its visitors, staff, and faculty members and above all to its students. CURaj is also committed towards 

ensuring all operations in an environmentally sensitive and responsible manner. CURAJ recognizes the 

obligation to practice safety and demonstrate environmental leadership by maintaining the laboratory and 

institutional highest standards. CURaj aims to serve as an example for our students and those visiting 

from other institution as well as the community at large.  

As part of this commitment and as envisioned by the Honourable Vice Chancellor, Prof. M. M. Salunkhe, 

a University Safety Committee (CURAJ- USC) has been formed for ensuring safe laboratories, hostel 

practices and other measures at the campus. The primary objective of the USC is to develop methods and 

protocols that could help in minimizing the risk of injury or illness to employees and students. CURAJ – 

USC in collaboration with different departments of the University proposes to achieve the same by 

ensuring that they have appropriate training, information, support and equipments needed to work safely 

in University laboratories. This objective would be achieved by means of safety training highlighted 

below.  

 

Salient features of general and laboratory safety training programme:   



 This safety training program is developed in accordance with suggestions from experts of leading 

academic and industrial institutions (e.g. BARC- Mumbai, & BASF the chemical company- 

Mumbai). 

  

 It is envisioned that students undergoing this training will be able to ensure safety of themselves 

and other during their academic/ research careers  

 

 Furthermore, it is anticipated that this training will significantly improve the employability for our 

students.      

 

 This program encompasses class room teaching, hands on training – demonstration and online 

quiz about the general and laboratory safety procedures.  

Proposed structure of the safety training programme: 

General Safety Training 

All the Laboratory and Non-laboratory Containing Departments should undergo the following training 

sessions 

 General safety within University Campus 

 Fire safety in labs and University Campus  

 General - personal protective equipments  

 Dos and don’ts within University Campus 

 First aid procedures, emergency responses 

Specific Laboratory Safety Training 

 Laboratory Safety – An Overview – All laboratory Departments (Physics, Chemistry, Life 

Sciences, Environmental Sciences, Computer Sciences) 

 Fundamental Concepts of Lab Safety All laboratory Departments (Physics, Chemistry, Life 

Sciences, Environmental Sciences, Computer Sciences) 

 Safety Supplies and Equipments All laboratory Departments (Physics, Chemistry, Life 

Sciences, Environmental Sciences, Computer Sciences) 

 Safety in a Chemistry Lab:Departments of Chemistry, Life Sciences and Environmental Sciences. 

 Safety in a Biology LabDepartments of Life Sciences and Environmental Sciences 

 Standard Safety Practices  All laboratory Departments (Physics, Chemistry, Life Sciences, 

Environmental Sciences, Computer Sciences) 

 Hazardous Waste Management & Disposal All laboratory Departments (Physics, Chemistry, Life 

Sciences, Environmental Sciences, Computer Sciences) 

The proposed structure and function methodology of the Central University of Rajasthan-University 

Safety Committee (CURAJ-USC) includes a three- layer safety system indicated in the graphics 

below. The proposed system is expected to be able to ensure highest levels of safety for one and all 

within the CURAJ campus.  



 

 

 

 

 

 

 

 

Proposed Guidelines for the functioning of the University Safety committee (USC) and University 

Safety Core Committee (USCC):  

1. Each laboratory personnel (i.e. faculty members, research professionals, doctoral and Post-

Doctoral researchers, research assistants, laboratory assistants, and students) is responsible for 

complying with the rule and guidelines provided by the University safety committee to ensure 

their own safety and that of others.  

 

2. In case of any unforeseen incident, they must report promptly to the Departmental USC 

representative. (In absence of the Departmental Representative, the Laboratory personnel should 

report the incident to the Head of the Department).  

  

3. The Departmental USC Representative, with intimation to the HoD, should carry out frequent 

safety visits/ laboratory inspection and provide a monthly report to the USCC.  

 

4. If any laboratory personnel reports any un-safe laboratory practices, it is the duty of the 

Department USC representative to find a possible solution. If he/she considers that the situation is 

beyond his control, then he must report to/approach the concerned USCC.  

 

5. The USCC will hold meetings, chaired by the Honourable VC, at the beginning of every semester. 

During these meetings, the dates and agenda related to safety teaching/training/evaluation and 

other safety issues/ modifications including the finance requirements for the smooth functioning 

of the USC & USCC would be discussed.  

 

6. With the approval of the Chairman, the USCC will conduct safety teaching/training/evaluation 

session at the beginning of each semester.  

 

7. It is mandatory for students (all laboratory personnel) of the concerned Department and 

Departmental Representative to attend the safety teaching and training session organized by 

USCC.  



 

8. It is also mandatory for all the students and laboratory personnel to take the laboratory safety quiz. 

Only those who qualify the exam will be allowed to work in the laboratory for the particular 

semester.  (The qualified students and laboratory personnel would be awarded a certificate of 

merit by USC).  

 

9. Apart from the monthly safety feedback received from the Departmental USC representatives, the 

USCC will carry out bi-monthly laboratory inspections in the assigned laboratories with prior 

permission of the concerned Head of the Department/ 

 

 

Cyber Safety Policy 

Central University of Rajasthan's (CURAJ's) Cyber Safety Policy (CSP) provides for access to 

information and communication technology (ICT) resources and communication networks within a 

culture of openness,trust and integrity. In addition, CURAJ is committed to protecting itself and its 

students, faculty and stafffrom unethical, illegal or damaging actions by individuals using these systems. 

The policy is designed to: 

 

• provide guidance regarding safe and responsible use of ICT at CURAJ 

• outline the nature of possible consequences associated with breaches of the CURAJ Cyber  

   Safety Policy, which may undermine the safety of university's environment. 

 

A. DEFINITION OF CYERSAFETY 
 
The committee uses the following definition of Cybersafety at the university: 

“The safe and responsible operation/use, at any time, on or off the university site, and by any person, of 

the university's Internet facilities, network, and associated ICT equipment/devices, such as computers and 

laptops, digital cameras, mobile phones, and other devices.” 

 

B. PURPOSE 
 
The purpose of this policy is to outline the ethical and acceptable use of information systems at CURAJ. 

These rules are in place to protect students, faculty, and staff; i.e., to ensure that members of the CURAJ 

family have access to reliable, robust ICT resources that are safe from unauthorized or malicious use. 

Insecure practices and malicious acts expose CURAJ and individual students, faculty, and staff to risks 

including virus attacks, compromise of network systems and services, and loss of data or confidential 

information. Security breaches could result in legal action for individuals or the university. In addition, 

security breaches damage the university's reputation and could result in loss of services. Other misuses, 

such as excessive use by an individual, can substantially diminish resources available for other users. 



 

C. SCOPE 
 
The CSP applies to faculty, staff, and students as well as any other individuals or entities who use 

information and ICT resources at CURAJ. This policy applies to all ICT resources owned or leased by 

CURAJ and to any privately owned equipment connected to the campus network and includes, but is not 

limited to, computer equipment, software, operating systems, storage media, the campus network, and the 

Internet. 

Securing and protecting these significant and costly resources from misuse or malicious activity is 

the responsibility of those who manage systems as well as those who use them. Effective security is a 

team effort involving the participation and support of every member of the CURAJ family who accesses 

and uses IT resources. Therefore, every user of CURAJ's ICT resources is required to know the policy 

and to conduct their activities within the scope of the CSP. Failure to comply with this policy may result 

in loss of computing privileges and/or disciplinary action. 

 

D. POLICY STATEMENT 
 
Unless otherwise specified in this policy or other university policies, use of university information and 

communication technology resources is restricted to purposes related to the university's mission. Eligible 

individuals are provided access in order to support their studies, instruction, duties as employees, official 

business with the university, and other university-sanctioned activities. Individuals may not share with or 

transfer to others their university accounts including network IDs, passwords, or other access codes that 

allow them to gain access to university information technology resources. University, Schools, 

Departments and other administrative units have considerable latitude in developing complementary 

technology use policies and procedures, as long as they are consistent with this policy of the 

university. Incidental personal use of ICT resources must adhere to all applicable university policies. 

Under no circumstances may incidental personal use involve violations of the law, interfere with the 

fulfillment of an employee's university responsibilities, or adversely impact or conflict with activities 

supporting the mission of the university. 

 

E. UNACCEPTABLE USE 
 
Users are prohibited from engaging in any activity that is illegal under local, state, federal, or 

international law or in violation of university policy. The categories and lists below are by no means 

exhaustive, but attempt to provide a framework for activities that fall into the category of unacceptable 

use. 

 

 



E.1. Excessive Non-Priority Use of Computing Resources 
 
Priority for the use of ICT resources is given to activities related to the university's missions of teaching, 

learning, research, and outreach. University computer and network resources are limited in capacity and 

are in high demand. To conserve ICT resource capacity for all users, individuals should exercise restraint 

when utilizing computing and network resources. Individual users may be required to halt or curtail non-

priority use of ICT resources. 

 

E.2. Unacceptable System and Network Activities 
 
Unacceptable system and network activities include: 

 

E.2.1. Engaging in or effecting security breaches or malicious use of network communication including, 

but not limited to: 

 

E.2.1.1. Obtaining configuration information about a network or system for which the user does not have 

administrative responsibility. 

 

E.2.1.2. Engaging in activities intended to hide the user's identity, to purposefully increase network 

traffic, or other activities that purposefully endanger or create nuisance traffic for the network or systems 

attached to the network. 

 

E.2.1.3. Circumventing user authentication or accessing data, accounts, or systems that the user is not 

expressly authorized to access. 

E.2.1.4. Interfering with or denying service to another user on the campus network or using university 

facilities or networks to interfere with or deny service to persons outside the university. 

 

E.3. Unauthorized Use of Intellectual Property 
 
Users may not use university facilities or networks to violate the ethical and legal rights of any person or 

company protected by copyright, trade secret, patent, or other intellectual property, or similar laws or 

regulations. Violations include, but are not limited to: 

E.3.1. Except as provided by fair use principles, engaging in unauthorized copying, distribution, display, 

or publication of copyrighted material including, but not limited to, digitization and distribution of 

photographs from magazines, books, or other copyrighted sources; copyrighted music or video; and the 

installation of any copyrighted software without an appropriate license. 

E.3.2. Using, displaying, or publishing licensed trademarks, including CURAJ's trademarks, without 

license or authorization or using them in a manner inconsistent with the terms of authorization. 



E.3.3. Using computing facilities and networks to engage in academic dishonesty prohibited by university 

(such as unauthorized sharing of academic work or plagiarism). 

 

E.4. Inappropriate or Malicious Use of ICT Systems 

 

Inappropriate or malicious use of ICT systems includes: 

E.4.1. Setting up file sharing in which protected intellectual property is illegally shared. 

E.4.2. Intentionally introducing malicious programs into the network or server (e.g., viruses, worms, 

Trojan horses, email bombs, etc.). 

E.4.3. Changing another user's password, access, or authorizations. 

E.4.4. Using a CURAJ computing asset to actively engage in displaying, procuring, or transmitting 

material that is in violation of sexual harassment policy or other illegal activity. 

 

E.5. Misuse of Electronic Communications 
 
Electronic communications are essential in carrying out the activities of the university and to individual 

communication among faculty, staff, students, and their correspondents. Individuals are required to know 

and comply with the university's policy on Mass Email and Effective Electronic Communication (see 

Resources below). Some key prohibitions include: 

 

E.5.1. Sending unsolicited messages, including "junk mail" or other advertising material, to individuals 

who did not specifically request such material. 

 

E.5.2. Engaging in harassment via electronic communications whether through language, frequency, or 

size of messages. 

 

E.5.3. Masquerading as someone else by using their email or internet address or electronic signature. 

 

E.5.4. Soliciting email from any other email address, other than that of the poster's account, with the 

intent to harass or to collect replies. 

 

 

F. ENFORCEMENT 
 
The acceptable use of ICT resources are enforced through the following mechanisms. 

 

F.1. Filtering and Monitoring 

F.1.1. The centre may utilise filtering and/or monitoring software where appropriate, to restrict access to 

certain websites and data, including email. 



 

F.1.2. The centre reserves the right to monitor, access, and review all use of centre-owned ICT 

equipment/devices. 

 

F.2. Auditing 

 

The CSP committee may from time to time, at its discretion, conduct an audit of its computer network, 

Internet access facilities, computers and other centre ICT equipment/devices. 

 

F.1. Interim Measures 

The university may temporarily disable service to an individual or a computing device, when an apparent 

misuse of university computing facilities or networks has occurred, and the misuse: 

 

F.1.1. Is a claim under the Copyright Act 

 

F.1.2. Is a violation of criminal law 

 

F.1.3. Has the potential to cause significant damage to or interference with university facilities or services 

 

F.1.4. May cause significant damage to another person 

 

F.1.5. May result in liability to the university 

 

An attempt will be made to contact the person responsible for the account or equipment prior to disabling 

service unless law enforcement authorities forbid it or it is determined that immediate action is necessary 

to preserve the integrity of the university network. In any case, the user shall be informed as soon as 

possible so that they may present reasons in writing why their use is not a violation or that they have 

authorization for the use. 

 

F.3. Disciplinary Action 
 
Violations of the Central University of Rajasthan Cyber Safety Policy may be referred for disciplinary 

action. The university may assess a charge to offset the cost of the incident. 

 

G. POLICY REVIEW 
 
The CSP committee will review this policy annually. 

 

 



About Library 

 

The University Library is a central facility to support the teaching and research activities of the 

University. The library has been, over the years successfully catering to the information needs of all the 

academic community viz., teachers, research scholars and students of Sciences, Social Sciences, 

Humanities, Performing Arts, Fine Arts, Communication and Management Studies.  

The library has a collection of more than 15,000 books. Library subscribes following periodicals, popular 

magazines & newspapers in English and Indian languages.  

The library also has 10 mbps UGC-INFONET connectivity. The library is open from 9:00 a.m. to 6:00 

p.m. on all working days. 

Current Science 

1. University News 

2. Economic and Political Weekly 

3. Applied Mathematics Letters 

4. Proceedings: Mathematical Sciences 

5. Resonance 

6. Journal of Actuarial 

7. Journal of Actuarial Society of India 

8. Sankhya 

9. Journal of the Indian Statistical Institute 

10. IEEE Systems Journal 

11. Journal of Computers and Systems Sciences 

12. Foundations and Trends in Databases 

13. Journal of Network and Computer Communication 

14. Scandinavian Actuarial Journal 

15. Journal of Applied probability 

16. Journal of Economics 

17. Insurance Mathematics & Economics 

18. International Journal of Post-Colonial Studies 

19. Journal of Commonwealth Literature 

20. Modern Drama 

21. Modern Fiction Studies 

22. Journal of Literary Theory 

23. Harvard Business Review South Asia 

24. Indian Journal of Training & Development 



25. Vikalpa (Academic) 

26. Global Business Review 

27. Journal of Human Values 

28. Journal of Entrepreneurship 

29. Indian Journal of Public Administration 

30. Indian journal of Finance 

31. Indian Journal of Marketing 

32. Express Computer 

33. Digit 

34. Date Quest 

35. PC Quest 

36. Computer Today 

37. The Economist 

38. Frontline 

39. India Today (English) 

40. India Today (Hindi) 

41. Business and Economy 

42. Yojana 

43. Outlook 

44. Times of India 

45. Economics Times 

46. The Financial Times 

47. Hindustan Times 

48. DNA 

49. Rajasthan Patrika 

50. Dainik Bhaskar 

 

The list of e-resources available in/through the library are given below. 

 

 

 

 

 



List of E-Resources 

UGC- Infonet Consortium (IP based access) 

 American Chemical Society     http://www.pubs.acs.org/ 

 American Institute of Physics    http://journals.aip.org/ 

 American Physical Society     http://publish.aps.org/browse.php 

 Annual Reviews                                           http://arjournals.annualreviews.org/ 

 Economic & Political Weekly                         http://www.epw.in 

 Elsevier Science               http://www.sciencedirect.com/  

 ISID                                     http://isid.org.in/ 

 JCCC                                             http://jccc-ugcinfonet.in or  

                      www.jccc-ugcinfonet.in  

 Oxford University Press               http://www.oxfordjournals.org 

 JSTOR       http://www.jstor.org/ 

 Project Euclid                                  http://projecteuclid.org/ 

 Royal Society of Chemistry     http://www.rsc.org/Publishing/Journals/ 

 SIAM                                                 http://epubs.siam.org/ 

 MathSciNet      http://www.ams.org/mathscinet/ 

 Springer Link                                   http://www.springerlink.com/ 

 Taylor & Francis                                           http://www.informaworld.com/                

 

Subscribed Resources (IP based access) 

 IEEE Online             http://www.ieee.org/ieeexplore             

 ACM Digital Library                                            http://www.dl.acm.org 

 EBSCO (Art & Architecture Complete)              http://search.ebscohost.com 

 Business Source Elite E-Journal  

Collection (EBSCO)                               http://search.ebscohost.com 

 Bentham Science       

(Pharmacology, Toxicology and         http://www.benthamscience.com 

Pharmaceutical science)                                         

 Science Direct (Pharmacy)                                    http://www.sciencedirect.com 

 SciFinder      https://scifinder.cas.org 

 

Open Access Resources 

 

 IMF e-library     http://elibrary-data.imf.org/ (Data interface) 

http://www.elibrary.imf.org/ (Text interface) 
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Tentative Academic Schedule/Calendar for 

Integrated Programmes I Semester 2013-2014 

 

Sl. No. Activities Dates 

1.  
Induction Programme and Commencement of Classes for 

Integrated Programmes 
15 July, 2013 (Monday) 

2.  Last Date for Online Course Registration 14 August, 2013 (Wednesday) 

3.  Commencement of First Internal Assessment 19 August, 2013 (Monday) 

4.  Students’ Election 27 August, 2013 (Tuesday) 

5.  Showing of Answer Books 29 August, 2013 (Thursday) 

6.  Commencement of Second Internal Assessment 23 September, 2013 (Monday) 

7.  Showing of Answer Books 30 September, 2013 (Monday) 

8.  Commencement of Second Internal Assessment 28 October, 2013(Monday) 

9.  Showing of Answer Books 04 November, 2013 (Monday) 

10.  Completion of teaching/Practical  22 November, 2013 (Friday) 

11.  End of Semester Examination-December, 2013 02-06 December, 2013 

12.  Showing of EoSE-Dec., 2013 Answer Books 13 December, 2013 (Friday) 

13.  
Announcement of Results of Jul-Dec 2013 Session on 

Departmental Notice Boards 
16 December, 2013 (Monday) 

14.  Submission of Results by Departments to CoE 17 December, 2013 (Tuesday) 

15.  Cultural Activity Week  16-22 December, 2013 

16.  Uploading of Results by CoE on University Website 23 December, 2013 (Monday) 

17.  Winter Vacation 24 December-01 January, 2013 

18.  
Commencement of Admission Formalities for the Jan-July, 

2014 Session 
02 January, 2014 (Thursday) 

19.  Commencement of Classes for II Semester 06 January, 2013 (Monday) 

 

Important: 

 

 Cumulative Attendance of the students to be maintained Online.  

 Each Internal Assessment shall be of one hour duration and be conducted during the respective class 

hour. The schedule to be declared at least one week prior to the commencement of IA. 

 Marks scored in each Internal Assessment to be notified and submitted to the Academics Office 

within one week from the III Internal Assessment. 

 Within one week from the conduct of III Internal Assessment, the total marks given to the students 

for Attendance and Class Room Participation/Viva-Voce/Group Discussion/Tutorial/Case 

Studies/etc. together with the two highest Internal Assessment marks be notified and submitted to the 

Academics Office. 

 Academic Activities be planned during 23
rd

 November-1
st
 December, 2013 by the departments.  

 Regular seminar activities by the students and by the invited experts may be planned as per mutual 

convenience. 
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Central University of Rajastha 
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Computer Science & Engineering 

 

 

 

 

 

 

 

 

 

 

 

 



About the Department 

The Department of Computer Science and Engineering was established in 2010.The department offers 2-

year M.Tech programme in Computer Science specialized in Information Security. The Department has 

an active Doctoral programme. 

 

Departmental Faculty 

S.No. Name of the Faculty Area of Interest 

1. Mr. Gaurav Somani 

Coordinator and Assistant Professor  

Distributed Systems, Computer Networks, Ad 

hoc networks, Cloud computing, Virtualization 

and Open source technologies. 

2. Mr. Ravi Saharan 

Assistant Professor 

Algorithms, Computer Graphics, image 

processing, Digital watermarking, Steganog-

raphy 

3. Ms. Ginika Mahajan 

Assistant Professor 

 

Software Engineering, Software Cloning,  

Software Project Management, Data Structures 

,UML, Databases 

4. Dr. S. Mini 

Assistant Professor 

Wireless Sensor Networks, Swarm Intelligence, 

Ad hoc Networks. 

 

 

About the Programme 

Information security is an emerging area in the field of Computer Science & Engineering. M.Tech in 

Computer Science with specialization in Information Security is aimed at producing the much needed 

highly skilled manpower in the area of Information Security. It offers many areas for specialization 

including: securing network(s) and allied infrastructure, securing applications and allied databases, 

security testing, information testing, information systems auditing, business continuity planning and 

digital forensics science etc. Keeping all the facts in view this program is designed to create professionals 

trained in both computer science and information security with best of technical talent. 

The objectives of the course are: 

• To prepare trained manpower needed for academics, R & D of ICT and related industries and 

research organizations.  

• To sensitize and train young students as future researchers in the frontier areas of information 

security.  

• The approach shall be both multi-disciplinary and inter disciplinary. 

 

 

 

 



Scheme and Detail Syllabus 

M.Tech Computer Science & Engineering (Information Security) 

 
 [Revised syllabus to be effective from Session 2013-2014 for batch 2012-2014 (Only for IIIrd and IV 

semester) and subsequent batches] 

 
 

Sem Sub. Code Title of the course Credits 

Contact hours/ week 

L T P 

I  

1 CSIS-301 Random Processes and Probability 4 3 1 0 

2 CSIS-302 Algorithms and Complexity 4 3 0 2 

3 CSIS-303 Advanced Computer Networks 4 3 0 2 

4 CSIS-310 Dynamics of Communication Skills 

and Technical Writing  

4 2 1 2 

5 CSIS-350 System Design Lab 4 0 2 3 

6  Program Elective - I 4 3 0 2 

II  

1 CSIS-304 Topics in OS 4 3 0 2 

2 CSIS-305 Cryptography and Network Security 4 3 0 2 

3 CSIS-306 Programming Abstractions 4 3 0 2 

4 CSIS-351 Minor Project 4 0 4 0 

5  Program Elective - II 4 3 0 2 

6  Open Elective 4 3 0 2 

III  

1 CSIS-307 Security Engineering 4 3 0 2 

2 CSIS-308 Dissertation - I 16 0 20 0 

IV  

1 CSIS-309 Dissertation - II 24 0 24 0 



  
 
 
 
 
 
 
 
 
 
 
 
 
 

  List of  Electives (Program / Open Elective) 

Following list has to be used for offering programme elective I and II. Additional Elective can be added 
as and when required after taking departmental approval.  

  

CSIS-330 Quantum Cryptography 
  

CSIS-331 Information Security Audit and 

 

 Assurance 
 

 

CSIS-332 Security Analysis of Protocols 
  

CSIS-333 Cyber Crime and Information Warfare 
  

CSIS-334  Public Key Infrastructure and Trust Management 
  

CSIS-335 Digital Watermarking and Steganalysis 
  
CSIS-336 Data Mining and Machine Learning 

  

CSIS-337 Simulation and Modeling 
  
CSIS-338 Optimization Techniques 

  

CSIS-339 Number Theory 
  

CSIS-340 Topics in Computer Architecture 
  

CSIS-341 Advanced Compiler Design 
  

CSIS-342 Advanced Topics in Databases 
  

CSIS-343 Mobile Computing 
  

 CSIS-344   Advance Software Engineering 



Detailed Structure of the Programme 

 

SEMESTER I: M.Tech (Computer Science and Engineering) with 

specialization in Information Security 

 

CSIS- 301 Random Process and Probability     PC 4(3-1-0) 

Probability Theorem: Properties of probability, Conditional probability, Independence, 

Bayes theorem. 

Discrete Distributions: Probability distribution functions and cumulative distribution 

functions. 

Continuous Distributions: Probability density functions and cumulative distribution 

functions, joint and marginal probabality density functions. 

Mean and variance; moment -generating functions, Marginal and conditional 

probability distributions, Some specific discrete distributions. 

Functions of Random Variables: Distribution function technique, Transformation 

technihitectque, Moment-generating function techniques. 
 
Text/References:  
1. DeGroot, Morris H., and Mark J. Schervish. Probability and Statistics. Addison-

Wesley.   
2. Feller, William. An Introduction to Probability Theory and Its Applications, Wiley.  

3. Freund, W.J., Mathematical Statistics, Prentice-Hall..   
4. Hoel, P.G., Mathematical Statistics, John Wiley & Sons.  

5. Hogg, R.V., & Craig, A.T., Introduction to Mathematical Statistics, Prentice-Hall, 

Inc.   
6. Mood, A.M., Graybill, F.A., Boes, D.C., Introduction to the Theory of 

Statistics, Mc Graw Hill.  

7. Papoulis: Probability, Random Variables and Stochastic Processes, McGraw Hill.  

 

CSIS-302  Algorithms and Complexity     PC 4(3-0-2) 

 
Analysis: RAM model – Notations, Recurrence analysis - Master's theorem and its 

proof - Amortized analysis. 

Advanced Data Structures: B- Trees, AVL trees, Dictionaries and tries, Binomial 

Heaps, Fibonacci Heaps, Disjoint Sets, Union by Rank and Path Compression.  
Graph Algorithms and complexity: Topological sorting, Articulation point, All-Pairs 

Shortest Paths, Spanning Tree, Maximum Flow and Bipartite Matching. 

Randomized Algorithms: Finger Printing, Pattern Matching, Graph Problems, 

Algebraic Methods, Probabilistic Primality Testing, De-Randomization 

Approximation algorithms: Polynomial Time Approximation Schemes.  
Complexity: - NP-Hard and NP-complete Problems - Cook's theorem, NP 

completeness reductions. 
 



Text/References:  
1. T. H. Cormen, C. E. Leiserson, R. L. Rivest, Introduction to Algorithms, Prentice 

Hall.   
2. Aho, Hopcraft, Ullman, Design and Analysis of Computer Algorithms, Addison 

Wesley.   
3. R. Motwani and P. Raghavan, Randomized Algorithms, Cambrdige University 

Press.   
4. C. H. Papadimitriou, Computational Complexity, Addison Wesley.   
5. S. Basse, Computer Algorithms: Introduction to Design and Analysis, Addison 

Wesley.  

 

CSIS-303  Advanced Computer Networks    PC 4(3-0-2) 

 
Introduction: Introduction to Layered architecture, Networking hardware and software 

stacks.  

Network Performance: Network Simulation and Modelling, Performance issues in 

networks, Protocol case studies (e.g. HTTP, HTTPS, SSL, DHCP, DNS, Transport 

protocols and Routing protocols in wired and wireless networks and their performance).  

Modern Networks: Mobile Networks, Sensor Networks, Vehicular Networks, 

Underwater Networks and Body Area networks and related performance issues.  

Enterprise networks: Enterprise network infrastructure planning and design. Capacity 

planning of servers and data centres.  

Text/ References 

1. Selected research papers for most of the topics.  

2.    Top-Down Network Design- Networking Technology, Author Priscilla 
Oppenheimer, Publisher- Pearson Education, 2010. 

3. Computer Networking: A Top-Down Approach (6th Edition), J Kurose and KW 
Ross, Pearson, 2012. 

 

CSIS-350 System Design Lab                PC 4(0-2-3) 

 
In this lab the students shall be assigned with the design concepts to develop a project 

from requirement to implementation. Ideally the projects must be taken up as individual 

students or maximum a group of two. The evaluation should be through presentations and 

demonstration. 

 

CSIS-310 Dynamics of Communication Skills and Technical Writing  

PC 4 (2-1-2) 
 

For details, refer to the concerned department offering the course. 
 

 



Program Elective I                PE 4(3-0-2) 

 
Any subject from list of electives. 

 

 

SEMESTER II: M.Tech (Computer Science and Engineering) with 

specialization in Information Security 
 

 

CSIS-304 Topics in OS                PC 4(3-0-2) 

 
Comparative study of OS; UNIX, Multics.  
File Systems: Log Structured File system, Server Less Network File Systems, The Coda File 

System, AFS, Cryptographic file Systems, Design and implementation of distributed file systems. 

Virtual Memory, User Level Virtual Memory, distributed shared memory.  
Distributed OS: Issues, process management, inter-process communication, Client Server, RPC, 

RMI, scheduling, deadlocks, Distributed Concurrency, Transactions. 
Security: Concepts and Distributed Systems 
 
Text/References:  

1) Tanenbaum: Distributed Operating Systems, Pearson Education.  

2) Bach, Design of Unix O/S.  
3) Coulouris et al, Distributed Systems: Concepts and Design, Addison Wesley.  
4) Tanenbaum and Steen: Distributed Systems: Principles and Paradigms, Pearson 

Education  

 

CSIS-305 Cryptography and Network Security    PC 4(3-0-2) 
 
Cryptography: Introduction, steganography, Public versus private key cryptography. 

Stream Ciphers: Conventional Ciphers, playfair, Hill, mono-alphabetic and poly-

alphabetic. Private-key cryptography: Feistel structure, DES, design of S-boxes, 

AES, Triple DES, Differential and linear cryptanalysis. 

Public key cryptography: Key management, Diffie-Hellman, 

ElGamal, RSA. Random Number Generation, Primality testing, Elliptic 

Curves and ECC. 

Digital Signature: DSA and its variants, discrete logarithm based digital signatures. 

Network Security: Authentication and signature protocols; Kerberos, real-time 

communication security, IPSec: AH, ESP, IKE; SSL/TLS, e-mail security, PEM and 

S/MIME, PGP, web security, network management security, wireless security. Threats in 

networks, firewalls, intrusion detection, Honeypots, password management. 
 
 

 

 

 



Text/References:  
1. D.R. Stinson, Cryptography - Theory and practice, CRC Press.  

2. A.J. Menezes, P.C. van Oorschot and S.A. Vanstone, Applied Cryptography, CRC 

Press.   
3. Stallings, Cryptography and Network Security, Pearson Education.  

4. B Schneier, Applied Cryptography, Wiley. ISBN 0-471-11709-9  

5. C. Kaufman, R. Perlman, Network Security, Prentice Hall.  

 

CSIS-306 Programming Abstractions     PC 4(3-0-2) 

 
Introduction: Programming Languages, Procedure-oriented Programming: Procedures 

and Modularity, Syntax and Semantics, Formal translation models: BNF grammars, 

regular grammar. Data abstractions: Elementary and structured data types, their 

specifications, representations, and implementation of numbers, vectors and arrays, 

records, character string, variable size data structure, sets, input output files. Type 

checking and type conversion, type equivalence.  
Scope and referencing: Scope and Lifetime of Variables, Recursion, Storage 

management – static, stack, dynamic, fixed/variable size heap; Pointers and Dynamic 

Memory Allocation. Control abstractions: Implicit and explicit sequence control. 

Subprogram sequence control, Recursive sub programs, Built-in and User-defined 

Functions, parameters and their transmission. Coroutines and scheduled subprograms, 

task and concurrent exception.  
Object-Oriented Abstractions: Objects and Classes, Encapsulation, Polymorphism, 

Inheritance. Introduction to Aspects - Crosscutting concerns, Aspect, Joinpoint and 

Pointcuts. 

Functional programming: Introduction, lists, User-defined data types, type classes, 

and arrays, Input/Ouput and Monad, Simple applications/programs. 

Case Studies: C, Java/C++, AspectJ, Haskell. 
 
Text/References:  

1. Ghezzi: Programming Language Concepts, Addison Wesley  

2. Pratt, Zelkowitz: Programming Language Design and Implementation PHI.   
3. Eric Roberts: Programming Abstractions in C: Addison Wesley.   
4. Robert Lafore: C++ Programming, Sams.  

5. Laddad: AspectJ in Action, Dreamtech.  

6. Thompson: Haskell, The Craft of Functional Programming, Addison-Wesley.  

 

CSIS-351 Minor Project       PC 4(0-4-0) 
 

Topics selection covering recent and relevant topics related to the emerging areas. 

Ideally, recent reputed journal papers abstraction and implementation shall be 

encouraged. 

 

 



Open Elective                 OE 4(3-0-2) 

 
For details, refer to the concerned department offering the course. 

 

Program Elective II        PC 4(3-0-2) 

 
Any subject from list of electives. 

 

SEMESTER III: M.Tech (Computer Science and Engineering) with 

specialization in Information Security 
 

CSIS-307 Security Engineering       PC 4(3-0-2) 

 
 
Introduction to Security Engineering. Passwords and their limitations, attacks on 

passwords, CAPTCHA, Biometrics. 

Access Control: ACL, sandboxing, virtualization, trusted computing. Multi-level and 

Multi-lateral security. 

Securing services: Security in Metered Services, pre-payment meters. Secure printing 

and Seals. Tamper resistance mechanisms. 

Secure systems: hardware, software and communication systems – design issues and 

analysis. Secure software architecture: models and principles, hardware design related 

security – smart cards and other security solutions, communication protocols and 

application systems associated with security. 

Attacks and defenses: Phishing, social networking attacks, Denial of service, API 

attacks, network attacks and countermeasures. 

Copyright and DRM. 
 
Text/References:  

1. Ross J. Anderson: Security Engineering: A Guide to Building Dependable 

Distributed System. Wiley.  

2. Selected papers and online material.  

 

CSIS-308 Dissertation – I      PC 20(0-20-0) 

This is the first part of the major dissertation wherein every student shall be expected to 

contribute to domain knowledge incrementally. It is expected that the work should be 

focused in a particular area for concept, design, implementation and analysis. For this 

first part of 20 credits, internal assessment shall be done by the department after an open 

seminar with a feedback to department chair. 

 

 

 



SEMESTER IV: M.Tech (Computer Science and Engineering) with 

specialization in Information Security 

 

CSIS-309 Dissertation – II      PC 24(0-24-0) 

This will be culmination of dissertation – I of semester – III. In this Stage-II the 

evaluation shall be done through an Open seminar with an External Examiner. Thesis 

shall be submitted with abstract. The school should work to standardize the thesis 

template for uniform submissions. 

 

List of Electives 

CSIS-330 Quantum Cryptography      4(3-0-2) 

Finite Dimensional Hilbert Spaces – Tensor Products and Operators on Hilbert Space – 

Hermitian and Trace Operators - Basic Quantum Mechanics necessary for the course. 

Quantum Gates and operators and Measurement – Quantum Computational Model – 

Quantum Complexity – Schemes for Physical realization (Only peripheral treatment 

expected). 

Shor's Algorithm – Application to Integer Factorization – Grover's 

Algorithm – Quantum Cryptography: Encryption and decryption 

schemes. 
 
Text/References:  

1. Nielsen M. A. and I. L. Chauang, Quantum Computation and Quantum 

Information, Cambridge University Press, 2002.  

2. J. Gruska, Quantum Computing, McGraw Hill, 1999.  

3. P. R. Halmos, Finite Dimensional Vector Spaces, Van Nostrand, 1958.   
4. Selected papers and online material. 

 

CSIS- 331 Information Security Audit and Assurance    4(3-1-0) 

Security policies, policy languages, confidentiality policies, Bell-LaPadula model, 

controversies over the model. 

Integrity policies, Biba model, Lipner’s model, Clark-Wilson models, Chinese 

wall model, clinical information systems security policy, noninterference and 

policy composition. Assurance and trust, building secure and trusted systems, 

waterfall model, other models of development. 

Assurance in requirements definition and analysis, assurance during system and 

software design, assurance during implementation and integration. 

 
 



Text/References:  
1. M. Bishop,  Computer Security: Art and Science,  Pearson Education, 2003.   
2. W. Mao, Modern Cryptography: Theory & Practice, Pearson Education, 2004.  

3. C. P. Fleeger and S. L. Fleeger, Security in Computing, 3/e, Pearson Education, 

2003.  
 
 
 

CSIS-332 Security Analysis of Protocols      4(3-0-2) 

Introduction: Security protocols,Security properties, Public-key certificates and 

infrastructures, Cryptographic hash functions, Digital signatures, Security protocol 

vulnerabilities, The CSP approach, Limits of formal analysis. Provable security.  
Security Protocols: Needham- Schroeder public-key protocol and its security analysis, 

Protocols for anonymity, Anonymity and MIX networks, Fairness and contract signing, 

Fair exchange and contract signing protocols, Game-based verification of contract 

signing protocols. Yahalom protocol: Secrecy, Authentication, Non-repudiation, 

Anonymity; Dolev-Yao threat model. Protocol analysis tools: Finite-state checking 

(Murphi), Infinite-state symbolic analysis (SRI constraint solver), Probabilistic model 

checking (PRISM), Game -based verification (MOCHA), Process algebras (spi-calculus 

and applied pi- calculus), Protocol logics (BAN, DDMP, Isabelle), Probabilistic 

polynomial-time calculus, CSP, B-method approach, Strand spaces, Inductive approach.  
CSP: Basic building blocks, Parallel operators, Process behaviour, Modelling security 

protocols in CSP - Trustworthy processes, Modelling an intruder, protocol goals. 

Transformations: Transformations on protocols, Safe simplifying transformations, 

Structural transformations. 

Formal analysis: Formal definitions of security for symmetric ciphers, Formal model 

for secure key exchange. Theorem proving - Rank functions, Secrecy of shared key, 

Authentication. 
 
Text/References:  

1. Peter Ryan, Steve Schneider, Michael Goldsmith, Gavin Lowe, Bill Roscoe: 

Modelling & Analysis of Security Protocols, Addison Wesley.  

2. Stephen W. Mancini: Automating Security Protocol Analysis, Storming Media.   
3. Selected papers and online material 

http://userweb.cs.utexas.edu/~shmat/courses/cs395t_fall04/cs395t_not

es.html  

 

CSIS-333 Cyber Crime and Information Warfare    4(3-1-0) 

Cyber Crime: Industrial espionage and cyber-terrorism, principles of criminal law, 

computer forensic investigation, elements of personnel security and investigations, 

principles of risk and security management, conspiracy in computer crime, and 

computer fraud investigation.  



Introduction to Cyber Forensics: Computer Forensics and the law, Private & Public 

sector workplace practices, Cyber Crime examples: Defacements, DoS, Credit Card theft, 

Silent intrusion, internal attacks, investigative actions, Forensics analysis investigative 

action, Computer Forensic tools. 

Information Warfare: Nature of information warfare, including computer crime and 

information terrorism; Threats to information resources, including military and economic 

espionage, communications eavesdropping, computer break-ins, denial-of-service, 

destruction and modification of data, distortion and fabrication of information, forgery, 

control and disruption of information flow, electronic bombs, and psyops and perception 

management.  
Defenses: Countermeasures including authentication, encryption, auditing, monitoring, 

intrusion etection, and firewalls, and the limitations of those countermeasures. 

Cyberspace law and law enforcement, information warfare and the military, and 

intelligence in the information age. Information warfare policy and ethical issues. 
 
Text/References: 

 

1. Dorothy E. Denning: Information Warfare and Security, Addison Wesley.   
2. Daniel Ventre: Information Warfare, Wiley.   
3. Winn Schwartau: Information Warfare: Second Edition, Thunder's Mouth Press, 

NY.   
4. Edward Waltz: Information Warfare Principles and Operations, Artech House.   
5. Selected papers and on-line material.  

 
 

CSIS-334 Public Key Infrastructure and Trust Management      4(3-0-2) 

Public key infrastructure - components and architecture. PKI interoperability, 

deployment and assessment PKI data structures – certificates, validation, revocation, 

authentication, cross-certification. Repository, Certification Authority (CA) and 

Registration Authority (RA), trusted third party, digital certificates.  
PKI services – authentication, non-repudiation, privilege management, privacy, secure 

communication. 

Key management – certificate revocation list, root CA, attacks on CA, key backup. PKI 

standards – SSL, LDAP, IPSec, X.500, X.509, S/MIME 

Trust models – strict v/s loose hierarchy, four corner, distributed. Certificate path 

processing – path construction and path validation. 

Text/References:  
1) Ashutosh Saxena, Public Key Infrastructure, Tata McGraw Hill  

2) Carlisle Adams, Steve Lloyd. Understanding PKI: Concepts, Standards, and 

Deployment Considerations, Addison Wesley.  

3) John R. Vacca. Public Key Infrastructure: Building Trusted Applications and 

Web Services, AUERBACH.  

4) Messaoud Benantar, Introduction to the Public Key Infrastructure for the 

Internet, Pearson Education.  



CSIS-335 Digital Watermarking and Steganalysis         4(3-0-2) 

Watermarking: Applications, technqiues, models, detection techniques. Visible and 

invisible watermarks. Embedding. Robust watermarking, watermark security. 

Steganography – Least Bit, DCT, Spread spectrum. Audio 

seganography. Steganalysis techniques.  
 

Text/References:  
1. Ingemar Cox, Matthew Miller, Jeffrey Bloom, and Jessica Fridrich . Digital 

Watermarking and Steganography, 2nd Ed, (The Morgan Kaufmann Series in 

Multimedia Information and Systems). (Hardcover - Nov 16, 2007)  

2. Frank Y. Shih. Digital Watermarking and Steganography: Fundamentals and 

Techniques, CRC Press.g   
3. Stefan Katzenbeisser, Fabien, and A.P. Petitcolas. Information Hiding 

Techniques for Steganography and Digital Watermarking, Artech House.  

4. Neil F. Johnson; Zoran Duric; Sushil Jajodia. Information Hiding: 

Steganography and Watermarking - Attacks and Countermeasures, Springer.  

5. Gregory Kipper. Investigator's Guide to Steganography, Auerbach Publications.  
 

 

CSIS- 336 Data Mining and Machine Learning         4(3-0-2) 

Machine Learning: Learning models: Instance based, Analytical learning, Inductive, 

Reinforcement and combined. Techniques: Decision tree, Artificial Neural Networks, 

Support Vector Machines, Bayesian learning, Bayesian belief networks, EM algorithms, 

k-NN, genetic algorithms. Clusteting techniques. 

Design: Data Base Schema Facts, Dimensions and Attributes. Data Base and Metadata. 

Data Mining : Introduction and need, Descriptive and Predicative Data Mining.  
Data Processing : Data Cleaning, Data Integration and Transformation, Data Reduction. 

Data Mining Primitives:, Language DMQL and its Preliminary Clauses.  
Data Mining Methods: Association – Single and Multilevel, Characterization and 

Comparison, Regression Analysis, Classification and Predication. 

Data Mining Algorithms: Clustering, Association, Regression, Decision Trees. 
 
Text/References:  

1) Jiawai Han and Micheline Kamber: Data Mining – Concepts and Techniques, 

Morgan and Kaufmann.  

2) Thomas Mitchell – Machine Learning, McGraw Hill.  

3) Ian H. Witten and Eibe Frank: Data Mining: Practical Machine Learning 

Tools and Techniques, Elsevier.  

4) Bramer: Principles of Data Mining, Springer.   
5) Pang-Ning Tan, M. Steinbach, V. Kumar : Introduction to Data Mining, Addison 

Wesley.   
6) Ryszad S. Michalski, Ivan Bratko, Miroslav Kubat (Editors): Machine 

Learning and Data Mining: Methods and Applications, Wiley.  

 



CSIS-337 Simulation and Modeling           4(3-0-2) 

Definition of a system, System concepts, type of system, continuous & discrete 

systems, modeling process verification & validation. 

Markov chains. Weak law of large numbers. Central limit theorem. Strong law of large 

numbers. Queuing models: Little’s Theorem, M/M/1, M/M/m, M/M/', M/M/m/m, M/G/1, 

and M/M/1/J queuing systems.  
Introduction, classification of simulation models, advantages and disadvantages of 

simulation. Discrete system simulation: Monte Carlo method, Random number 

generators. Probability Distributions.  
Element of inventory theory, more complex inventory models, finite and infinite 

delivery rate model with and without back ordering. 

Simulation of inventory systems. 
 
Text/References:  

1. System simulation, Gorden G., Prentice Hall of India  

2. System simulation, Narsing Deo, McGraw Hill.   
3. Simulation modeling and analysis, Law and Kelton, McGraw Hill.  

 

CSIS-338 Optimization Techniques       4(3-0-2) 

Introduction: Introduction, Engineering applications (models) of optimization. 

Linear Programming: Graphical, simplex method, Concept of duality, Dual simplex 

method,. Dynamic Programming: Transportation Problems: basic feasibility solution 

by different methods, optimal solution, Degeneracy in transportation problem, 

unbalanced transportation problems 

Assignment Problems: Balanced and unbalanced assignment, assignments to given 

schedule. Introduction to Non-linear programming 
 
Text/References:  

1. Rao S S, Optimization: Theory and Applications.  

2. N.S. Kambo : Mathematical Programming Techniques, East West Press   
3. Hamdy A. Taha : Operation Research an Introduction, PHI  

4. Vasek Chvatal : Linear Programming, W.H. Freeman & Co.   
5. Walsh G R, Methods of Optimisation  

6. Papadimitriou, Steiglitz: Combinatorial Optimization: Algorithms and 

Complexity, PHI.  
 

CSIS-339 Number Theory             4(3-1-0) 

Number Systems: Natural numbers. Counting. Cardinality of finite sets. Laws, 

Mathematical induction, Greatest Common Divisor, Euclidean algorithm, Recurrence 

relations. Diophantine equations: Modulo arithmetic, Congrunces and their 

applications, Multiplicative inverse, Euler's extended algorithm, Fermat's little 

theorem, Totient function, Euler's theorem, primitive roots, discrete logarithms, split 

search algorithm, Chinese remainder theorem.  
Elementary number theory: Prime numbers, Number bases. Primality testing, discrete 



logarithm, primitive roots, Number sieves. Quadratic Residues. 

s, rings, Integral domains and Fields, Polynomial representation of binary number, 

Galois fields. 
 
Text/References:  

1. Koblitz, N. Course on Number Theory and Cryptography, Springer Verlag, 1986  
2. Menezes, A, et.al. Handbook of Applied Cryptography, CRC Press, 1996  

6.  D.R. Stinson, Cryptography - Theory and practice, CRC Press.  
3. Thomas Koshy, Elementary Number Theory with applications, Elsevier India, 

2005.   
4. Martin Erickson and Anthony Vazzana: Introduction to Number Theory, 

Chapman &Hall/CRC.  
 

CSIS-340 Topics in Computer Architecture        4(3-1-0) 

Introduction to Computer Architecture: Von Newmann architecture, basic components, 

memory hierarchy, instruction cycle, I/O processing; ALU, microinstructions and 

Control unit, RISC design versus CISC design. 

nstruction level parallel processors: Pipelining (instruction and arithmetic), hazards in 

pipelining, Pipeline scheduling (static and dynamic), Throughput improvement, VLIW 

architectures. Instruction level data-parallel architectures: SIMD, vector architectures.  
Multiprocessor architectures: Interconnection networks, shared and distributed 

memory, cache coherence, scheduling and load balancing, scalable multiprocessor. 

Data Flow computers: Introduction, Data Flow Program Graph, Activity Template, 

Scheme, Implementation, Pipelining in Data Flow.. 
 
Text/References:  

1. Hennessy and Patterson. Computer Architecture – A Quantitative Approach. 

Morgan Kauffman.  

2. Culler, Singh and A. Gupta. Parallel Computer Architecture, Sima and Fountain, 

Morgan Kauffman.  

3. Hwang and Briggs. Computer Architecture and Parallel Processing, McGraw 

Hill.   
4. Hwang, Advanced Computer Architectures, Tata McGraw Hill.  

 

CSIS-341 Advanced Compiler Design        4(3-0-2) 

A Tour of Compiler Design, LR Parsers, Lex and Yacc Tools, Control-flow Analysis, 

Control-flow Graphs, Basic Blocks, Data-flow Analysis, Dependence Analysis, Global 

Optimizations, Loop Optimizations, Peephole Optimization and Optimal Code 

Generation, Data Dependence Analysis in Loops, Loop Scheduling, Static Single 

Assignment, Just-In-Time (JIT) and Adaptive Compilation, Runtime System 

Architectures and Automatic Memory Management Techniques. 
 
 

 



Text/References:   
1) Aho, R. Sethi, Ullman: Compilers: Principles, Techniques and Tools, Addison-

Wesley.   
2) Steven Muchnick: Advanced Compiler Design & Implementation, Morgan 

Kaufmann.   
3) Keith Cooper and Linda Torczon: Engineering a Compiler, Morgan Kaufmann.  

 

CSIS-342 Advanced Topics in Databases          4(3-0-2) 

Issues in Implementation of Database Systems, Query Processing, Query Optimization, 

Transaction Processing, Concurrency, Recovery Management. Database System 

Architectures, 

Distributed Databases: principles, Architecture, Design, Query Optimization, Transaction 

Processing, Concurrency control, Integrity and Security, Client/server architecture, 

Parallel Databases, Web databases, Temporal Databases, Multimedia Databases, Current 

trends in database systems, 
 
Text/References:  

1) Silberschatz A, Korth HF, Sudarshan S, Database System Concepts, McGrall 

Hill.   
2) Elmasri R and Navathe SB, Fundamentals of Database Systems, 3rd Edition, 

Addison Wesley,2000. This book covers most of the material on the course.  
3) Ceri S, Pelagatti G, Distributed Databases – Principles and Systems, McGraw 

Hill.  

4) Date CJ, An Introduction to Database Systems, 7th Edition, Addison Wesley.  

5) Khashafian S and Baker AB, Multimedia and Imaging Databases, Morgan 

Kaufmann.   
6) M.Tamer, Özsu, Principles of Distributed Database Systems, Second Edition,  

7) Raghu Ramakrishnan, Database Management Systems, McGraw-Hill, 2000  
 

 

CSIS-343 Mobile Computing        4(3-0-2) 

Introduction to mobile computing: principles, classification & overview of devices, 

operating systems. 

Wireless transmission: brief overview, multipath propagation, hidden & exposed 

terminals. Medium access control & protocols: SDMA, FDMA, TDMA, DAMA, 

FAMA, PRMA, Reservation TDMA, polling, CSMA/CA, CDMA etc.  
Wireless LAN: infrastructure & ad-hoc networks, IEEE 802.11, 

HIPERLAN. Mobile network layer: mobile IP, DHCP, infrastructure & 

Ad-hoc 

routing. Mobile transport layer: indirect TCP, snooping TCP, mobile TCP etc. mobile 

support, WWW & mobility, WAP. 
 
 



Text/References:  
1.   Principles of mobile computing Hansmann & Merk., Springer 

2.    Mobile communications Jochen Schiller , Pearson 

3.    802.11 wireless networks Matthew S.Gast, O’REILLY. 

4.    Wireless LANs: Davis & McGuffin, McGraw Hill 

5.    Mobile Communications Handbook by Jerry D. Gybson 

6.    Mobile Communications Handbook by Raymond Steel 

 

CSIS-344 Advance Software Engineering      4(3-0-2) 

Software Engineering Concepts and Methodologies: Agile Software Development, 

Extreme Programming, Scrum, RUP and Selection of appropriate development process; 

Data Flow Diagrams, Decision Table, Decision Tree; Design Patterns and Unified 

Modeling Language. Case studies 

Software Project Management: Project Scheduling, Work breakdown structure, Gantt 

chart, PERT, CPM; Software Metrics for Object-Oriented systems; Software Engineering 

and Security; Software Quality & Reliability Standards, Capability Maturity Models-

CMM and CMMI, Six Sigma Concept for Software Quality. 

Software Testing: Software Testing Techniques and Strategies; Flowgraphs and Path 

Testing; Test case Generation; Security Testing; Testing tools. 

Formal Methods and Cleanroom Engineering: Basic concepts, mathematical 

preliminaries, Applying mathematical notations for formal specification, formal 

specification languages, using Z to represent an example software component. 

  Text/References: 

1. Sommerville, Ian, Software Engineering, Addison-Wesley Publishing Company, 

(2006) 8
th

 ed. 

2. Boris  Beizer, Software Testing Techniques, John Wiley & Dreamtech (2002). 

3. Software Metrics: A rigorous and Practical Approach by Norman E. Fenton and 

Shari Lawrence Pfleeger, International Thomson Computer Press (1997) 2
nd

 ed. 

4. Pressman, Roger, Software Engineering - A Practitioners Approach, McGraw 

Hill (2008) 6
th

 ed. 

5. Peter, James F., Software Engineering - An Engineering Approach, John Wiley 

(2004). 

 

 

 


